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I.- The impossibility of codifying general principles, indeterminate concepts, standards.
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I.- Perfect compatibility
II.- Permanent interconnectivity
III.- Dependence upon IoT perfect functioning.
IV.- Control and accuracy of collected data
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V.-LIABILITY RISKS: Understanding DISRUPTIVE 
FEATURES 

RISKS SCENARIOS

- Biased / discriminatory results

- Inability to understand data

- Removal of registration

- Misunderstanding of the transaction
-
- Mistaken data

- No search results

- Misleading registration

- Expiration

LIABILITY VARIABLES 

1). Algorithm design

2). Data

3). Machine learning

4). Autonomous decision making

5). Hacking / Non-authorized access

6). Random or accidental operation
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CONCLUSIONS 

I).- A variety of possible uses and applications of algorithms: from partial to total
automation of tasks, processes, and decision making

…BUT

II).- The inherent limitations of algorithmic systems to produce and manage “smart
registrations” from the perspective of expected and due functions

…AND

III).- The liability risks arising from automation in the context of liability regime for
emerging technologies

…the need for LIABILITY RULES AND SPECIFIC RIGHTS
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