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e-Estonia

All Estonian public institutions are obligated to

accept digitally signed documents

……..

e-Land Register



Digital signing and electronic signatures

 “digital signature” (i.e. digi-signature, digital signing, etc.) refers only to a signature that is

legally valid and legally equivalent to a handwritten signature.

 This means that the identity of the user and the background of the issuer of the certificate

have been verified and that the time of issue of the signature is precisely fixed. 



Different levels of electronic signatures

 eIDAS Regulation:

 Level 1 – QES (Qualified Electronic Signature)
The highest level of e-signatures, which is equal to handwritten signatures and is also 
called a digital signature in Estonia. The signature meets the technological 
requirements established in standards. The backgrounds of both the owner of the 
signature and the issuer of the certificate are checked. Additionally, the signature is 
given with a means that is deemed suitable (ID-cards, digi-IDs, mobile-IDs and 
qualified Smart-ID accounts in Estonia. 

 Level 2 – AdES/QC – Advanced
An e-signature with a qualified certificate. The signature meets the technological 
requirements established in standards. The backgrounds of both the owner of the 
signature and the issuer of the certificate are checked.

 Level 3 – AdES (Advanced Electronic Signature) – The signature meets the 
technological requirements established in standards, but the background of the 
holder of the certificate used to give the signature as well as the background of the 
issuer of the certificate may be unknown.

 Level 4 – Other electronic signatures – all other electronic signatures that do not meet 
valid standards.

https://www.id.ee/en/article/eidas-i-e-regulation-on-e-identification-and-e-transactions


The digital signature  of authentic documents in e-Land 
Register
Registration procedure

5

4. Registrar makes an 

entry to the e-Land Register

5. Registrar checks 

the application 

6. System sends the 

decision to the notary 

and participants

2.  Notary sends digitally 

signed contract and 

application electronically 

to  Land Register

1. Notary performs 

necessary inquiries and 

prepares the contract (deed). 

Land Register information is 

possible to import directly 

into contracts

3. Registrar receives electronic 

application: structured data 

(participants, objects, state 

fee,…) and digitally signed 

contract



The Immovables Portal and digitally signed 
applications

 The application submitted via the Portal shall 
be digitally signed. 

 The Immovables Portal is most commonly 
used by:

 citizens

 bankers 

 bailiffs

 trustees in bankruptcy

 state agencies

 employees of local governments, etc





Remote authentication 



The remote certification service

launched in February 2020 has

made a significant contribution
to ensuring notarial services

and surviving of the real estate

market during the COVID-19

crisis.

Remote authentication enables the conduct of notarial acts via 

a video bridge created between the notary and the customer. 

Real estate transactions, testaments, marriage settlements and 

other transactions can be done from home or from a personal 

office. 

A Republic of Estonia ID card, digital ID, mobile ID or an e-

Resident’s digital ID can be used to log in to the portal and to 

sign documents to be authenticated.

What is needed for the remote notarisation? 

- internet connection

- official digital eID

- web camera 

- microphone

All parties and the notary can see each other and the draft 

deed on the screen. 

The deed must be signed digitally.



Thank you and stay safe!


